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AXIUM REMOTE ACCESS INSTRUCTIONS

Please read the following instructions on how to connect to remote Axium outside of UB,
Note: you will not need to do this if you are using on campus wifi.

Fortinet VPN:
The VPN client can be downloaded here:
MacOS: http://www.buffalo.edu/ubit/service-guides/software/downloading/macintosh-software/managing-mac-software/fortinet.html
                
Windows: http://www.buffalo.edu/ubit/service-guides/software/downloading/windows-software/managing-your-software/fortinet.html

To configure the Fortinet client:
[image: cid:image003.png@01D623BE.34B7AFA0]

· To Connect, please note, you will need your Duo token set up at this point.
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If you are running High Sierra MacOS:
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Citrix Workspace:
It is a good idea to update to the latest version of citrix workspace. It’s best to uninstall the old version before installing the new one. The new Mac client comes with an uninstall program, run that first.

The latest version can be downloaded here: 
Windows - https://www.citrix.com/downloads/workspace-app/windows/workspace-app-for-windows-latest.html

Mac - https://www.citrix.com/downloads/workspace-app/mac/workspace-app-for-mac-latest.html

Citrix Web Portal:
If you citrix client (Receiver/Workspace) has been configured to access the remote site directly it will no longer work.
1. You will need to use the remote web portal https://citrixremote.sdm.buffalo.edu in your web browser.
1. After logging in, click detect receiver if it pops up.
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1. At the detecting receiver page you do not need to click download. 
1. The software was already installed in a previous step. Just click “Already installed”.
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1. Click the axium icon and open the file that is downloaded to your computer to launch Axium.

[bookmark: _GoBack]If you are continuing to have issues, please contact the UB SDM Helpdesk at either 716-829-2056 or email sdmhelp@buffalo.edu
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2. Connect fo UBVPN and verify with Duo
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Launch FortiClient VPN

|

From the VPN Name dropdown box, select UBVPN.
Enter your UBITName and password in the Username and Password fields.
Click Connect.

In the Answer field or Passcode field enter one of the following for Duo:

Enter the device number (e.g, 1through ) or device alias* (e.g., pusht, efc) that corresponds fo the
verification method you wish to use or

Apasscode
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Running Mac OS 10.13 High Sierra or newer?

Enable the FortiClient VPN software extension in macOS Preferences > Security & Privacy
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Install FortiClient VPN

1. Check the acknowledgement box and click | accept.

2. Click Configure VPN,

3. Choose the following setings:

Select SSL-VPN
For Connection Name, enter UBVPN

For Remote Gateway, enfer ubvpn.buffalo.edu
Set Client Cerfificate o None

For Authentication, select Prompt on login

Check customize port and enfer 10443

4. Click Save.
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